Abstract

The prerequisites of success and reasons for failure for enterprise integration projects are still not well-understood as evidenced by large failure rates, including cost or schedule overruns, abandoned projects, and projects delivered with diminished functionality [37, 10]. These failures point to the inherently human activities of planning and overseeing that are critical to successful large-scale integration. In spite of a rich stream of research on systems development risks, few research efforts have attempted to understand enterprise integration risks [36]. This paper reports preliminary findings, based on an analysis of data gathered via focus groups at an organization poised to embark on an integration project, about how organizational participants perceive these risks. The analysis shows that risk perception is fuzzy, it differs significantly across organizational actors, and points to considerable information asymmetry between risk managers and project participants.

1. Introduction

A key characteristic of next-generation information systems is their ability to tie-together software services and work practices across functional and organizational boundaries. Technological feasibility for such integration has been established with alternatives such as middleware and service-oriented architectures. Organizations are making integration a high priority (CIOs consistently rank integration highly in IT spending [17]). The vision of building and deploying such integrated solutions, however, relies on human efforts to conceive of, direct and oversee large-scale integration projects. The track record for these projects has been dismal. A disturbingly large fraction of these projects has been known to incur cost overruns, run beyond expected timelines, abandoned, delivered with limited functionality or curtailed significantly [37, 10]. From the few cases reported in trade press, we can surmise that consequences of failure tend to be crippling for the organization (e.g. [11,30]). Surprisingly, the prerequisites of success and reasons for failure for integration projects are still not well-understood [36, 6] due at least in part to the code of silence among practitioners of the craft. If systems development failures (e.g. [40]) provide an indication of the resources wasted (as much as $250 billion), these larger systems integration projects present an even more important domain to investigate and improve risk management practices. This paper reports the results of a study - involving focus groups, carried out at an organization poised to start an integration project - that was carried out to further our understanding of key enterprise integration risks.

2. Background and Prior Research

Enterprise integration refers to the efforts undertaken by one or more organizations to achieve cross-functional integration of its information, processing and work practices. It is inherently a complex process that requires connecting hardware, operating systems, programming languages, database structures, applications, and employees. Technologies used in enterprise-wide integration projects may be classified along a continuum, where the extremes are marked as top-down and bottom-up [24]. The first refers to customization and implementation of enterprise-wide ERP software packages, whereas the second refers to utilizing solutions such as middleware products (e.g. messaging, distributed objects) to connect legacy applications that may be spread across different functional areas. The few accounts of enterprise integration efforts in the industry that have appeared in the academic literature are peppered with anecdotal accounts of events during the implementation process (e.g. [34, 36, 37]).
The general concern of risk has, however, not received much attention in this context. Instead, studies related to risks are more readily available for systems development (see, e.g. [27, 2]). In that stream, software risk is defined as a particular aspect of a development task, process, or environment, which, if ignored, will increase the likelihood of project failure [27]. A number of approaches have been devised to assess risk, including quantitative (e.g. probability of unsatisfactory events multiplied by the loss associated with their outcome) and qualitative (referring to the uncertainty surrounding the project and the magnitude of potential loss associated with project failure) [3]. Risk management approaches have been developed to identify, analyze, and tackle project portfolio risks [14], systems development risks [3-5, 9, 13, 16, 22, 32, 33, 35], requirements risks [7, 12], or implementation risks [1, 20, 23, 25, 26]. Four different approaches have been identified to address risk items, resolution actions, and heuristics (see [27]). The first approach, ‘risk lists,’ prioritizes risk items and helps a project manager focus on possible sources of risk [3, 32, 22, 35]. The second, called ‘risk-action lists,’ contains generic risk items, often prioritized, each with possible risk resolution action(s). Compared to the first approach, such lists require additional knowledge of the potential effects of different types of actions [1, 5, 19, 33]. The third, called ‘risk-strategy models,’ represents an instance of contingency models that relate a project’s risk profile to an overall strategy for addressing it. It combines comprehensive lists of risk items and resolution actions with abstract categories of risks (to arrive at a risk profile) and abstract categories of actions (to arrive at an overall risk strategy) [22, 13]. The final approach, called ‘risk-strategy analysis,’ is similar to the third, but uses different heuristics. It does not link aggregate risk items to aggregate resolution actions. Instead, it adopts a stepwise analysis in which the involved actors link risks to actions to develop an overall risk strategy i.e. there is a looser coupling between the aggregate risk items and aggregate resolution actions making it more difficult to use and equally difficult to build [12, 28].

Risk management for enterprise integration projects has received little direct attention in prior work in spite of the recognition of its considerably larger scale and scope. It has been acknowledged that enterprise integration projects are more complex, and due to their distributed nature, they may present multiple points of failure. With the exception of Sumner [38], who suggests an extensive list of risk items for enterprise integration projects, these risks have not been systematically investigated. Scott and Vessey [36] suggest another model that outlines multiple categories for risks, including (a) external business context, (b) organizational context, (c) information systems context, and (d) systems implementation project context. Their analysis, which is based on two in-depth case studies (Dow Corning and FoxMeyer) presents the most comprehensive categorization of enterprise integration risks to-date, and therefore, forms the basis of some of the analysis we present in this paper.

3. Research Method

The setting for this study, which was carried out to understand perception of enterprise integration risks, was AccuWeather, Inc. a medium-sized company located in State College, PA. Three focus groups, each lasting about two hours, were conducted at the company over a period of three months. Focus groups are a qualitative research technique that relies on interaction within the group to gather data, based on topics that are supplied by the researcher, who typically takes the role of the moderator [31]. The first focus group consisted primarily of senior managers at AccuWeather. This group mainly focused on project management issues, inability of the new system to integrate business processes and inadequate success measures. The second focus group, conducted two months later, consisted mainly of users. Issues raised in this group related to staffing, user training and management direction and involvement. The third focus group, conducted on after another week, consisted of IT team members. Here, the discussion centered on technology-related issues such as hardware and software failure and failure to meet implementation timeline or requirements.

The procedure followed for each group was similar. The facilitator defined ‘risk’ and ‘enterprise integration,’ and steered the discussion, if needed, to focus on risks. The group discussed two questions: (a) What are the key risks involved in integrating information systems within your organization? and (b) What approaches may be adopted to resolve these risks within your organization?

The participants were asked to record their responses on Post-It™ notes, which were periodically posted on a whiteboard. Upon reaching a predetermined time, the notes posted by everyone were open to inspection and debate by the group. Because the notes did not bear any names, it was possible for the participants to critically examine the results during this phase. For instance, risk elements recorded during the first phase titled ‘data cleansing’ and ‘ensuring information to be integrated is clean’ may be merged...
during this phase. The participants were asked to group
the notes into categories during this phase. Figure 1
shows examples of focus group sessions in-progress.

Data collected during the focus groups included
audio recordings, extensive notes, and visual records
such as pictures of whiteboards. With multiple
participants, each walking around the room when
interacting with the whiteboard, the audio-tape
recordings were not efficient, and therefore, not
directly used for analysis. Instead, they provided a
source that could supplement the analyses, which
focused on elements and categories identified by the
participants, and notes captured by the researchers.
The data was cleansed by removing inconsistencies,
rewording phrases for clarity and to ensure
confidentiality of participants. These provided the
basis for the analysis we report next.

4. Selected Findings and Analyses

4.1. Non-specificity of perceived risks

The first finding related to non-specificity of
perceived risks. The focus group participants perceived
risks through several broad phrases such as ‘poor
planning’ and ‘data loss’ though drill-downs to
specific ways of measuring the risks were largely
absent during discussion. It is possible that the focus
group approach did not allow reaching the required
level of depth. In at least one focus group (with the
users), the discussion among participants lead to what
the researchers termed an ‘a-ha’ realization of the scale
and complexity of the project and consequently,
recognition of the seriousness of risks. This prompted
the focus group to repeatedly bring up the need for
management to pay attention to and manage risks. On
the other hand, another focus group (with the
management) exhibited confidence in the planning that
had already gone into the project, and appeared more
certain of the eventual outcome of the project though
they were reluctant to describe in significant detail
specific elements of the project plan. All three groups,
to varying degrees, did acknowledge the “socio-
technical” nature of the integration project but did not
attribute any specific risk elements as a result of this
characterization.

4.2. Focus on internal risks

The results were further analyzed to understand
whether the focus group participants identified risks
that could be mapped to the four categories identified
by Scott and Vessey [36]. Their study, based on an ex
post facto analysis, showed that enterprise integration
projects faced four kinds or risks: external business
context, organizational context, information systems
context and the project context. AccuWeather, on the
other hand, was poised to embark on an integration
project. Table 1 shows a simple count of risk elements
in each category, identified by each focus group.

Table 1. Mapping risks elements to categories

<table>
<thead>
<tr>
<th>Risk Category</th>
<th>Managers</th>
<th>Users</th>
<th>Developers</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>External business context</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>2</td>
</tr>
<tr>
<td>Organizational context</td>
<td>3</td>
<td>4</td>
<td>0</td>
<td>7</td>
</tr>
<tr>
<td>Information systems context</td>
<td>3</td>
<td>1</td>
<td>6</td>
<td>10</td>
</tr>
<tr>
<td>Project context</td>
<td>7</td>
<td>2</td>
<td>1</td>
<td>10</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>14</td>
</tr>
</tbody>
</table>

The data showed that the focus group dominated by
management identified many more risk elements than
the other two focus groups, i.e. they were more aware
of risks than the other project participants. As
expected, users identified more organizational context
risks; developers identified more information systems
risks; and managers identified more risks that belonged
to the project context. It is telling that overall, the
groups were focused on internal (information systems
and project) risks, and less on the external business or
organizational context. In light of Scott and Vessey’s
[36] assessment that organizational factors are more
important for enterprise integration projects, this early
perception of risks provides a cause for concern.

4.3. Pre-occupation with implementation
A second form of analysis was performed to understand project stages where focus group participants attributed risks. Four broad project phases were identified: planning, design, implementation and an operational. The last stage was dictated by the data gathered, i.e. focus group participants identified risk elements that were clearly aimed at what might happen after the integration project is implemented and rolled out in the organization. Table 2 shows the results. The discrepancy (total number of elements across the two tables) is due to the fact that several risk elements were applicable to multiple project phases.

Table 2. Mapping risks elements to project phases

<table>
<thead>
<tr>
<th>Project phase</th>
<th>Managers</th>
<th>Users</th>
<th>Developers</th>
<th>Total</th>
</tr>
</thead>
<tbody>
<tr>
<td>Planning phase</td>
<td>6</td>
<td>1</td>
<td>1</td>
<td>8</td>
</tr>
<tr>
<td>Design phase</td>
<td>3</td>
<td>2</td>
<td>1</td>
<td>6</td>
</tr>
<tr>
<td>Implementation phase</td>
<td>5</td>
<td>4</td>
<td>7</td>
<td>16</td>
</tr>
<tr>
<td>Operational phase</td>
<td>3</td>
<td>4</td>
<td>2</td>
<td>9</td>
</tr>
<tr>
<td></td>
<td><strong>17</strong></td>
<td><strong>11</strong></td>
<td><strong>11</strong></td>
<td><strong>39</strong></td>
</tr>
</tbody>
</table>

The data shows that a large number of risk elements were identified for the implementation phase. Interestingly, the design phase had the fewest number of risks identified, even by the developers, who were concerned largely with implementation. This possible anomaly points to the need to develop metrics and design techniques/practices that may be directly tied to the implementation phase. Pre-occupation with the implementation phase may also betray lack of research or guidelines that practitioners may use to plan for, structure, and track enterprise integration projects including simple metrics such as project completion.

4.4. Varying responses to risk elements

The risk elements summarized above were analyzed to understand how the different stakeholders interpreted these. A representative example was the risk element ‘changes in business processes.’ This was perceived by one focus group (management) as ‘lack of training’ that would be necessary. The same element was perceived by the second focus group (users) as ‘fear of attrition,’ i.e. possible loss of job function or status in the organization. The third group (developers) perceived it as ‘lack of defined processes’ that could hamper design or implementation efforts during integration. This clearly showed the multi-faceted nature of enterprise integration risks and highlighted the need to track multiple measures (from different stakeholders) to effectively monitor overall progress.

Several other analyses were performed including attempting to understand specific risk elements, mapping specific resolution strategies to risk elements, and mapping risk elements against possible tracking mechanisms. These are not included in the paper due to space constraints but may be discussed at the workshop.

5. Recap and next steps

The study reported in this paper is one of two that were carried out simultaneously [29]. Comparative analysis of data is currently underway and will lend further richness to our analyses. Both organizations have initiated the integration projects and are proceeding with design and implementation. The data reported in this paper reflects risks perceived by organizational participants at the outset of the project in one organization. With the projects underway, we may return to the organization periodically to assess how risk perceptions evolve, how risk elements are tracked, and which resolution strategies are used.

Based on the analysis so far, two additional perspectives appear to be appropriate for further investigation. The first builds on the idea of systemic risk, treating integration projects as radical change in high-reliability organizations [8]. Translating this notion of controlling risk in socio-technical systems requires a specific operationalization. The data analyzed so far suggests that information asymmetry may provide this specificity. Information asymmetry refers to a potential mismatch between the locus of decision-making and information source. Because integration projects tend to be large, complex and involve multiple stakeholders, such information asymmetry can manifest itself in a number of ways. Consider, for example, the risks identified by the focus group dominated by management (see tables 1 and 2). Information needed to track these risks is likely to be available largely the other stakeholders. Due to the distributed nature of these projects, these stakeholders (users and developers) will possess more immediate information about different parts of the project. Advance warnings voiced in different parts of the project, therefore, can contribute significantly to a more effective and early assessment of enterprise integration project risks. As we proceed to the later phases of this research project, we expect to build on this dichotomy to assess of how project participants perceive, track and monitor enterprise integration project risks.
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